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Configuration Management Plan

	DATA ITEM DESCRIPTION

	1. Deliverable Name

Configuration Management Plan
	2. Deliverable Number
To be determined

	3. Description/Purpose

The Configuration Management Plan shall describe the Contractor’s processes for managing configuration items that are pertinent to the <Project Name> system. This includes managing software modules, managing and controlling releases to the different system environments, managing documentation, managing work authorizations, and participating on the Change Control Board.

	4. Content Requirement
The following describes the minimum required content of the deliverable. Any changes to content must be approved by the state in advance.

The Configuration Management Plan shall include the following:

· Cover/title page.

· Document history.

· Table of contents.

· An introduction that includes the document’s purpose, suggested audience, and list of key terms.

· An executive summary of the document’s content.

· Description of the roles and responsibilities of the participants in the configuration management process.

· Description of the Contractor’s overall configuration management approach.

· Description of any standards used for the creation and execution of the Configuration Management Plan.

· Description of any configuration tools that will be used to manage configuration items.

· Description of how configuration items (e.g., software modules, hardware, and documentation) are controlled including how baselines are established and versions are controlled.

· Description of the source code control system that authenticates and logs the team member associated with all changes to the software baseline and all related configuration and build files.  
· Description of how changes to the baseline configuration items will be requested, evaluated, approved or disapproved, and implemented. 

· Description of how work authorizations will be managed, tested, and introduced into production.

· Description of the Contractor’s release management process including how individual change requests are controlled and incorporated into production releases. This includes how the build, release, and delivery of software products and documentation will be formally controlled.

· Description of how changes that have effects on system interfaces will be communicated and coordinated with the interfacing systems (e.g., eligibility systems) or organizations.

· Description of how any subcontractor created system or software modules will be formally controlled and introduced in the <Project Name> system.

· Description of how configurations of the different development, test, and production environments are controlled and synchronized.

· Description of how the Contractor controls changes to the Contractor’s core system, particularly changes requested by other states, to guarantee that California’s <Project Name> system will not be unintentionally affected.

· Description of how the Contractor will communicate and provide status of configuration management activities to the state, including any and all changes (e.g., changes to the core system, internal Contractor changes) that may have an effect on the <Project Name> system.

· Description of how the Contractor will manage documentation (e.g., deliverables), perform periodic updates and maintain configuration control of documents.  

· Description of how the Contractor’s processes contained in this Plan interact with and complement corresponding State processes. 

· Description detailing the Contractor’s patch management (this applies to system software such as operating systems, or database management systems).  

	5. Preparation Instructions and Applicable Standards
· The Contractor shall refer to the OSI Style Guide for format and preparation guidelines. 

· The Contractor shall refer to IEEE Standard 828-2005 Standard for Software Configuration Management Plans, and ANSI/EIA-649-A 2004 National Consensus Standard for Configuration Management.
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