	< Project Name >
Office of Systems Integration
	Staff Orientation Guide
<Date>



[image: image1.png]o Y

‘ Integration
‘ "SERVING CALIFORNIA"





<Project Name>
Staff Orientation Guide
<Project Logo here>
<Month, Year>
	Health and Human Services Agency,  Office of Systems Integration


Revision History

	Revision History

	Revision/WorkSite #
	Date of Release
	Owner
	Summary of Changes

	Initial Draft - 

SIDdocs 3193
	July 30, 2004
	SID - PMO
	Initial Release

	Revision 1

OSI Admin #5604
	August 29, 2008
	OSI - PMO
	Major revisions made including document name change from Administrative Manual to Staff Orientation Guide


Remove template revision history and insert Staff Orientation Guide revision history.

Approvals

	Name 
	Role
	Date

	
	
	


Insert Project Approvals here.

Template Instructions:   

This template offers instructions, sample language, boilerplate language, and hyperlinks written in 12-point Arial font and distinguished by color, brackets, and italics as shown below:  

· Instructions for using this template are written in purple bracketed text and describe how to complete this document. Delete instructions from the final version of this plan.

· Sample language is written in red italic font and may be used, or modified, for completing sections of the plan. All red text should be replaced with project-specific information and the font changed to non-italicized black.
· Standard boilerplate language has been developed for this plan. This standard language is written in black font and may be modified with permission from the OSI Project Management Office (PMO). Additional information may be added to the boilerplate language sections at the discretion of the project without PMO review.    
· Hyperlinks are written in blue underlined text. To return to the original document after accessing a hyperlink, click on the back arrow in your browser’s toolbar. The “File Download” dialog box will open. Click on “Open” to return to this document. 
Table of Contents
11
Introduction


11.1
OSI Overview


11.2
Project Overview


11.3
Purpose


21.4
Scope


21.5
References


21.5.1
Project Document Repository


21.6
OSI Projects


21.7
Acronyms


31.8
Document Maintenance


32
General Information


32.1
Location of the <Project Name> Facility


32.1.1
Physical Location


32.1.2
Mailing Address


42.2
Normal Business Hours


42.3
Visitors


42.4
OSI Facility Phone Numbers


42.5
Emergency Information


42.5.1
Emergency Numbers


52.5.2
Emergency and Evacuation Plan


52.5.3
Fire Alarms/Evacuation Sites


52.5.4
Fire Extinguishers


52.5.5
First Aid Kits


52.5.6
Security Escort to Your Car


63
<Project Name> Facility Building Information


63.1
Building Access


63.2
Break rooms and Vending Machines


73.3
Locker Rooms


73.4
Parking


73.5
Bus Stops and Light Rail


74
Microsoft Office Tools


84.1
Outlook E-mail


84.2
Outlook Calendaring and Tasks


84.2.1
Scheduling


84.2.2
Resources


94.2.3
Meeting Location


95
Policies and Procedures


96
Training and Travel


96.1
State Training


106.2
Travel


106.2.1
Travel Reservations


106.2.2
Travel Claims and Reimbursements


106.2.3
Travel Advances


106.2.4
Taxi


117
Facilities


117.1
Facility Problems or Maintenance


117.2
Lost and Found


117.3
Badges


117.4
Furniture


117.5
Broken Furniture, Lights or Telephones


127.6
Cleaning Supplies


127.7
Office Door and Cubicle Keys


127.8
Paper/Cardboard Recycling


127.9
Confidential Material/Shred


127.10
Trash


137.11
Thermostats and Temperature Control


137.12
Windows and Blinds


138
Energy Conservation


138.1
Workstations


148.2
Copiers and Printers


149
Mail Service


149.1
Incoming Mail


149.2
Interagency/Interoffice Mail


149.3
U.S. Mail


149.4
Federal Express


149.5
UPS


1510
Office Equipment and Supplies


1510.1
Copiers, Printers and Fax Machines


1510.2
Copy Machines and Printers/Scanners


1510.2.1
Laser Printers


1610.2.2
Color Printer


1610.2.3
Faxes


1610.2.4
Copier/printer/fax usage and maintenance


1610.3
Equipment Available for Checkout


1710.4
Office Supplies


1710.5
Telephones


1710.5.1
Voice Mail


1811
Computer/Workstation/Network Information


1811.1
Computer Backup


1811.2
Network Access Policy


1911.3
Security Incidents


1911.4
Dialing Out to a Company’s Network


1911.5
Remote Dial-up Access


1911.6
Internet/Intranet Access


2011.6.1
Publishing documents to the OSI Internet/Intranet


2011.7
Logon and Passwords


2111.8
Handling Confidential Information


2111.9
Network Drives and Folders


2111.10
E-Mail Accounts


2211.11
Technical Support/Help Desk


2211.12
Personal Digital Assistants (PDAs)


2311.13
Personal Software


2311.13.1
Request for New/Modified Equipment, Software or Project Tools


2311.14
Virus Protection


2312
Project Tools


2412.1
Timesheet Tool (xxx)


2412.2
Travel Claims Tool (CalATERS)


2412.3
Training Request Tool (TRS)


2412.4
Document Management (WorkSite)


2412.5
Issue Tracking Tool (xxx)


2412.6
Project Tool Change Request/Tracking Tool (xxx)


2412.7
Risk Tracking Tool (Risk Radar)


2412.8
Requirements Tracking Tool (xxx)


2412.9
Schedule Tracking Tools (MS Project and MS Excel)


2412.10
ACAL


2413
Document Guidelines


2413.1
Document Tracking


2513.2
Document Distribution


2513.3
Sensitive or Confidential Documents


2513.5
Electronic Links to Documents


2613.6
Document Templates


2614
<Project Name> Library


2615
Conference Rooms


2615.1
<Conference Room Locations>


2715.2
Other Conference Rooms


2715.3
Cancellation


2715.4
Clean Up


A-1Appendix A:
Local Businesses


B-1Appendix B:
Local Restaurants


C-1Appendix C:
Directions and Map to the facility


D-1Appendix D:
Common State Buildings and Department Locations


E-1Appendix E:
Emergency and Evacuation Plans and Evacuation Map


F-1Appendix F:
Other Possible Appendices




1 Introduction

Welcome to the Office of Systems Integration (OSI).
1.1 OSI Overview

The OSI was established to manage a portfolio of large, complex health and human services information technology projects. The OSI accomplishes this directive through the provision of project support services for its portfolio of high criticality projects. In addition to providing project support services, the OSI enhances communication, understanding and cooperation among stakeholders and sponsors. In order to promote continuous learning and improvement; and the development of best practices and their implementation across all OSI portfolio projects, the OSI will standardize project support services at an enterprise-level. For purposes of this document, “enterprise” refers to the OSI project portfolio (Table 1) and the seven centralized organizational support functions described in section 3.1.2. 

The OSI Project Portfolio below lists projects for which the OSI currently provides project management support services. 

Table 1. The OSI Project Portfolio 

	Project Title

	Case Management Information, and Payrolling System II (CMIPS II) 

	Child Welfare Services Case Management System (CWS/CMS) Legacy

	Child Welfare Services (CWS/WEB)

	Electronic Benefit Transfer (EBT) Maintenance and Operations            

	Electronic Benefit Transfer (EBT) Reprocurement

	Statewide Fingerprint Imaging System (SFIS) Legacy

	Statewide Automated Welfare System (SAWS)

	Interim Statewide Automated Welfare System (ISAWS) System Support 

	Unemployment Insurance Modernization (UIMOD) 

	Welfare Data Tracking Implementation Project (WDTIP)


The OSI centralized functions include Administration (Budget, Accounting, Human Resources, Facilities, General Administration), Procurement, Information Technology, Strategic Planning Alignment and Oversight, Project Management, Enterprise Architecture & Standards, and Information Security.

1.2 Project Overview
Provide a brief introduction of the project.
1.3 Purpose

This document is the Staff Orientation Guide for the <Project Name> Project. The purpose of this manual is to describe the administrative processes and procedures used to manage the project office infrastructure and resources, including the facility, network, equipment, and project tools.

This document will provide some general information about the project office, give you an orientation to your surroundings, and provide information about project office practices.
1.4 Scope

This Staff Orientation Guide identifies the processes and procedures used to support the project. The plan discusses such things as facility management, project IT infrastructure, and travel procedures.
This document does not cover the Human Resource Orientation material provided by the Human Resources Section to incoming employees. For information on this topic, please reference the Human Resources Section on the OSI intranet. 
1.5 References

· Best Practices Website


http://www.bestpractices.osi.ca.gov
· OSI Intranet Website

http://intranet.osi.ca.gov/

· OSI Internet Website

http://www.osi.ca.gov/
· OSI Policies, Procedures & Standards


http://intranet.osi.ca.gov/policy.htm
· Project Website


http://www.<project name>.osi.ca.gov
1.5.1 Project Document Repository

List the document name and WorkSite reference number for any documents that can be references for this document. If the project is not using WorkSite, indicate the name of the document management tool the project is using and the corresponding document reference numbers. 
1.6 OSI Projects

As OSI Projects may change, please refer to the OSI Internet Website for the most current update on project activities.

1.7 Acronyms

Include acronyms specific to the scope of the Staff Orientation Guide document in the following format.
	ACAL
	Attendance Calendar

	CAISO
	California Independent System Operator

	CalATERS
	California Automated Travel Expense Reimbursement System

	CHP
	California Highway Patrol

	CPR
	Cardio Pulmonary Resuscitation

	DGS
	Department of General Services

	DPA
	Department of Personnel Administration

	DTS
	Department of Technology Services

	IT
	Information Technology

	LAN
	Local Area Network

	PDA
	Personal Digital Assistant

	OSI
	Office of Systems Integration

	SAM
	State Administrative Manual

	WAN
	Wide Area Network


1.8 Document Maintenance

This document will be reviewed annually and updated as needed, as the project proceeds through each phase of the system development life cycle. If the document is written in an older format, the document should be revised into the latest OSI template format at the next annual review. 
This document contains a revision history log. When changes occur, the document’s revision history log will reflect an updated version number as well as the date, the owner making the change, and change description will be recorded in the revision history log of the document. 

2 General Information

2.1 Location of the <Project Name> Facility

2.1.1 Physical Location

Describe physical location here as well as any significant details regarding property management and other tenants who occupy the building.

<Name of property management company> is the property management company responsible for the building. There are a variety of other governmental and private businesses located in the building.

2.1.2  Mailing Address

Except for overnight or freight deliveries, all project mail goes to:

Office of Systems Integration

< Project Name, Attn: >

P. O. Box XXXXXX
Sacramento, CA XXXXX
Overnight or freight deliveries are to use the physical location address.

2.2 Normal Business Hours

Normal business hours are <Normal business hours>.
2.3 Visitors

Describe how visitors are handled, including signing-in, badges, escorts, etc.
Staff should notify the <Administrative Support Staff> when visitors are expected. Please provide a list detailing the names of the visitors, their date/time of arrival, and whom to call when the person(s) arrives. 

2.4 OSI Facility Phone Numbers

· Main Number


<Main Phone Number>
· Main Fax Number


<Main Fax Number>
· Human Resources Fax

<Human Resources Fax Number>
· OSI Network Fax Number

<OSI Network Fax Number>
· Help Desk Number


<Help Desk Phone Number>
· Voice Mail Retrieval


<Voice Mail Retrieval Phone Number>
· <Project Name> Main Number
<Project Name Main Phone Number>
· <Project Name> Main Fax 

<Project Name Main Fax Number>
The phone list should include project phone numbers, cellular numbers, emergency contacts/security, and the help desk.

For a complete list of project related phone numbers, the project phone list is available from WorkSite, document # <insert document number>.

2.5 Emergency Information

2.5.1 Emergency Numbers

The California Highway Patrol (CHP) serves as the State Police. Be sure to notify <Administrative Support Staff and/or Administrative Manager> of any emergencies or suspicious activities, so they can notify the rest of the suite and other building tenants.

Emergency (CHP)

9-911 (life-threatening emergencies, fire or bomb threat)

CHP non-emergency
(916) 861-1300 (CHP non-emergency dispatch)

Suspicious Activity

<Number and Name to contact regarding suspicious activity>
General Security

<Main Number & Name of security company> Main number

<Cell Number and Name of security company> Cell number
2.5.2 Emergency and Evacuation Plan

The Emergency and Evacuation Plan is an attachment to the Staff Orientation Guide. This is a very important document. All <Project Name> staff is required to become familiar with the contents of this document. 

2.5.3 Fire Alarms/Evacuation Sites

Provide specific instructions to follow in the event of a fire alarm/evacuation.
The building is equipped with fire sprinklers and an external alarm system. In the event of an alarm, follow the evacuation routes to exit the building immediately. Meet and remain at the designated meeting place until the fire department and/or property management have verified the building is safe. Please go directly to the meeting place without making any stops. 

The designated meeting place is <describe designated exterior assembly location in the event of a building emergency>. The evacuation route is illustrated in the Emergency and Evacuation Plan. In the event an alarm is not sounded but you see fire or smell smoke, notify management and/or <Administrative Support Staff> immediately prior to vacating the building. 

2.5.4 Fire Extinguishers

Provide Fire Extinguisher Instructions.

Fire extinguishers are placed at various locations throughout the <facility name> facility and suites which has < insert number> interior extinguishers:

· <location of extinguishers>

Fire extinguishers are clearly marked by a red and white sign above the recessed extinguishers. Quickly read the instructions on the extinguisher and aim carefully. Inform <Administrative Support Staff> immediately if a fire extinguisher has been discharged. 

2.5.5 First Aid Kits

Include language regarding First Aid Kits
There are <number of first aid kits> first aid kits located in <location>:

· Describe location of first aid kits

Staff members trained in first aid and CPR are identified in the Emergency and Evacuation Plan.

2.5.6 Security Escort to Your Car

Provide language regarding security escort services

If you are working late and would like an escort to your car, notify <name of security> cell phone number: <cell phone number of security>. Leave the following information in the message and security will call you back to make arrangements:

· Your name.

· Your location:  

· Your phone number (so they can return your call).

· Inform them you would like an escort to your car.

· Ask them to call you back to confirm a meeting place and time.

If <Security name> does not respond, you may call the CHP non-emergency number at the <name and phone number of local CHP station>. Please be aware that the CHP response may take some time. 

3 <Project Name> Facility Building Information 

3.1 Building Access  

Describe how staff can access the building during working and non-working hours. This description can include timeframes, entry/exit locations, how entry is made into the secure building and/or floor (i.e. use of door codes and/or card keys) and security information. Provide other pertinent information for staff as necessary including any procedures for lost or forgotten card keys.

<Location> of entrances and how to access outside of business hours.

It is the responsibility of all staff to prevent tailgating (following an authorized person into a secure floor without personal access validation – using the door code or card key.) Do not allow another person to enter behind you unless they also know the door code or have their card key. Direct anyone who does not know the code to the front entrance. Report any suspicious person(s) or activities to <Administrative Support Staff> immediately. Property security personnel will be notified.

3.2 Break rooms and Vending Machines
Describe location of break rooms, vending machines, refrigerators and other information of value to staff at the work location.

The break room has a microwave, toaster, refrigerator, and a hot water dispenser. Snacks are also provided by the <project name> Sunshine Club that you are welcome to join. Please be considerate and maintain your items that are refrigerated as there is limited space. Discard all items that are no longer good to prevent contamination of other items. The refrigerator will be cleaned once a month (volunteers needed).

3.3 Locker Rooms

Provide locker room information
The building is equipped with locker rooms (separate men’s and women’s) that have showers and storage lockers. If you wish to use these facilities, please contact <Administrative Support Staff>.

3.4 Parking

Provide parking information; be sure to indicate if parking passes are needed.
Plenty of parking is available around the building. There are a few assigned parking spaces (marked appropriately) and there is no charge for parking. Handicapped and short-term (90-minute) visitor parking are available at the front of the building. <project name> staff members are not allowed to use short-term parking, spaces marked as “Reserved” or spaces marked for vanpools. Long-term visitors should use the normal parking spaces. NOTE:  At this time, vanpool parking is not enforced and these spaces are available for building tenants to use until further notice.

If you need to leave your car overnight, please complete an Overnight Parking Request form (see <Administrative Support Staff>), and fax it to <Property Management Name> Property Management (Fax number <fax number>). The form will be used to notify security. Vehicles that are left overnight without authorization are subject to towing.

While the property management company is not liable for any crime, damage, or natural disaster that may occur on the property grounds, if a car has been damaged, <name of security company> writes a report and gives copies to the person to give to his/her insurance company, along with pictures they take of the damage. 
3.5
Bus Stops and Light Rail
Describe bus stop and light rail station locations and/or other public transportation information here that would interest staff and visitors to this work location. State employees are eligible for discounted Regional Transit passes and tickets. For more information, contact the OSI Accounting Office.

For bus and light rail schedule information, call 321-BUSS (321-2877) or access the Regional Transit website at http://www.sacrt.com.

4 Microsoft Office Tools 

Include specific details on MS Office Tools

The <Project location> facility uses Microsoft Office tools. Software applications Word, Excel, PowerPoint, Access, and Outlook are accessible. Consult Administrative Support Staff or Technical Support for any assistance utilizing these programs when needed.

4.1
Outlook E-mail

Provide details regarding Outlook Email

Outlook is the e-mail and calendaring application. E-mail is scanned for viruses, SPAM, chain mail, hate crime content, sexual content and profanity. Any incoming, outgoing or internal e-mail that contains any of above content will be blocked. The receiver and Technical Support receive notification of the blocked e-mail.

Outdated items in your Inbox and Sent Items folders should be deleted on a regular basis. Remember to empty your Deleted Items folder on a regular basis. Instructions for scheduling these deletions to occur automatically are available under Help in Outlook. 

4.2
Outlook Calendaring and Tasks

Provide details regarding Outlook Calendaring and tasks

The calendar feature in Outlook can be used to schedule meetings, block out vacation times, reserve conference rooms and note other important items. It is the OSI policy all staff calendars be available for viewing by other staff. If you wish to enter a meeting or appointment that cannot be viewed by other staff, check the “private” box in the lower right hand corner of the meeting or appointment setup screen.

Please keep your Outlook Calendar current so others can tell when you are available for meetings and schedule accordingly. If a person’s calendar shows “busy,” you can still send them a meeting notice for that time period. 

4.2.1
Scheduling

Provide details regarding scheduling

For scheduling meetings or reserving conference rooms, use the “Plan a Meeting” feature to quickly determine the best time for your meeting by viewing availability of the attendees and resources. The most difficult part of scheduling a meeting is finding a time when everyone can attend. This is why it is critical all calendars are kept current at all times. 

4.2.2
Resources 

Describe details regarding meeting resources

All participants, rooms, and resources (conference rooms, projectors, laptops, etc.) should be scheduled in the same meeting notice. This will ensure that the room and resources will be secured when the participants are notified. If you cannot book the room or resource in the same meeting notice, make a note in the dialog portion of the meeting notice as to which items are scheduled separately.

To reserve the conference room, you must invite it as an attendee under Resources. Meeting rooms will automatically send a response indicating acceptance or non-acceptance of a meeting request. 

4.2.3
Meeting Location

Include details regarding meeting location

When scheduling meetings that include attendees from outside the Natomas facility please remember to include the address of the meeting location as well as the meeting room.

There is also a Task feature in Outlook that allows you to schedule or remind yourself of work that should be performed by or on a certain date. You can also assign tasks to other people.

5 Policies and Procedures

Refer to the OSI Intranet Policies, Procedures and Standards section for approved policies, procedures and standards (http://intranet.osi.ca.gov/policy.htm).
6 Training and Travel

Include specific details on training and travel.

6.1 State Training

Training may be required for staff development. Ongoing training will be provided on an as-needed basis. Training sessions may include use of new office products, software or hardware, system functions, and a broad scope of updated processes and procedures.

To request to attend a class or conference complete a training request form found on the Intranet (http://intranet.osi.ca.gov/business_training.htm). Submit to your State manager for approval.
Requests for additional training should be directed to the employee’s manager. State employees requesting to attend an out-of-area conference or an offsite training session should submit a training request for the registration to be authorized (whether or not there is a cost for the conference or training) by their State manager. Please see the Administrative Support Staff for assistance with registration and reservations after pre-approval from the state manager is received.

Describe if the project provides any in-house/brown bag type training from internal consultants. Describe use of the DTS Training Center and how to check for classes. If appropriate, describe the use of the DTS Training Center and how to attend industry conferences.

6.2 Travel

Exempt, Excluded, and Represented State of California Employees who incur authorized expenses related to Office of Systems Integration official state business, including travel, can apply for reimbursement.

Provisions in Government Code, the DPA Travel Rules, policy memos, and Memoranda of Understanding are the basis for the information on which OSI travel rules and policies are developed and followed.

Information on travel requirements and reimbursements are obtainable from the DPA Travel web site at www.dpa.ca.gov/personnel-policies/travel/hr-staff.htm
6.2.1 Travel Reservations

Travel reservations are to be coordinated through the <Project Name> Project travel coordinator in the Project’s <Administrative Support Staff>.
6.2.2 Travel Claims and Reimbursements

The OSI employs the use of the California Automated Travel Expenses Reimbursement System (CalATERS). CalATERS is a web-based system used to process Expense Reimbursement and/or Travel Advance forms. All OSI travel claims and reimbursements are filed via CalATERS. New employees must perform “New User Registration” before they can use CalATERS. Instructions for completing this task are available from the CalATERS Home Page (www.calaters.ca.gov) by clicking “Get Started.” The CalATERS web page offers tutorials and instructions to complete a CalATERS travel claim. Additional help is available by contacting the OSI Accounting Unit. 

For mileage reimbursement, before an employee uses their privately owned vehicle on state business, standard form 261 “Authorization to Use Privately Owned Vehicles on State Business” must be completed and submitted to the OSI-Accounting unit. The employee may then submit a CalATERS claim for reimbursement of use based on miles traveled at the State Reimbursement rate.

6.2.3 Travel Advances

Travel advances may be requested by opening and submitting a CalATERS claim requesting a travel advance. Travel advances should be submitted, at the minimum, five days prior to the travel date. Requests for travel advances should be made in even dollar amounts, ex: $500.00. Within 30 days of completing the trip the traveler will need to complete and submit a CalATERS travel claim to substantiate travel expenses. No travel advances will be paid to travelers with outstanding travel advances.

6.2.4 Taxi

When it is determined that Taxi service will be used to travel locally the employee will first gain authorization from their immediate supervisor. After attaining authorization the employee may choose to pay for the Taxi service out of their pocket or use their divisions assigned Department of General Services (DGS) charge card. Each Division is assigned a DGS (blue card) charge card which they may use to charge Taxi service fares. The card may be attained for use from the Divisions Administrative Support unit. You will be given a card and the number for the taxi service. When charging the taxi fare, be sure to sign using the Department (OSI), <project name>, and include the PCA code #<xxxxx> on the department line. The DGS charge card must be returned to the Administrative Support unit as soon as you return to the project office from your trip.

7 Facilities

7.1
Facility Problems or Maintenance

Provide instructions regarding facility problem or maintenance policy

If there is a facility problem or need for maintenance, please contact <Administrative Support Staff>. These staff members are the only people authorized to call <property management name> Property Management to report problems or schedule repairs. 
7.2
Lost and Found

Provide instructions regarding lost and found items
If you find an item, please take it to <Administrative Support Staff>. The appropriate parties and property management will be informed. Check with the <Administrative Support Staff> for lost items.

7.3
Badges

If appropriate, describe how to request a badge for the project facility and/or OSI.

7.1 Furniture 

Each office/cubicle has been equipped with the standard furniture for the office. If you require special accommodation, please contact <Administrative Support Staff>.
An ergonomic evaluation and adjustment service is available to help staff adjust their furniture. If you would like an individual evaluation, please inform your manager who will contact the OSI Business Services.
7.5
Broken Furniture, Lights or Telephones

Provide instructions regarding broken furniture, lights or telephones
Please report any furniture, light or telephone problems to <Administrative Support Staff>. They will contact the appropriate organization to resolve the problem.

7.6
Cleaning Supplies

Include language regarding cleaning supplies

Cleaning supplies for your desk surface are available from <Administrative Support Staff>. If you leave the <project name> facility or change work areas, please clean your office/cubicle (including desk drawers) before you leave.

7.7
Office Door and Cubicle Keys

Provide instructions regarding office door keys/electronic access badges and cubicle keys.
Office keys/electronic access badges will be handed out individually. Each cubicle is equipped with one key. The key will lock all compartments and drawers in the individual cubicle. If a key is lost or misplaced, please notify <Administrative Support Staff>. Duplicate keys are maintained. All keys must be returned to <Administrative Support Staff> when staff leaves the <project name> facility.

7.8
Paper/Cardboard Recycling

Provide instructions regarding recycling

The OSI <project name> facility has blue recycle containers located at several places throughout the suite. Although marked “For White Paper Only,” colored paper, newspapers, magazines, and catalogs may be recycled in these containers. Cardboard boxes cannot be recycled in these containers and must be broken down and placed in the OSI Copy Room for recycling. Please remove all paper clips, binder clips, and sticky notes before recycling. Recycling pick up is scheduled for every <pickup date>. Cardboard boxes may also be deposited in the dumpster on the <location of dumpster>. Cardboard boxes must be broken down prior to placement at the dumpster. Please recycle whenever you can.

7.9
Confidential Material/Shred
Confidential/sensitive material should not be placed in the recycle containers, as the recycle service does not shred the materials. Confidential/sensitive material in large volumes can be shredded off site. Contact <Administrative Support Staff> for information on packaging the material.

It is preferable to shred confidential/sensitive materials in small quantities on a regular basis rather then letting it accumulate. A shredder is located in the <identify location here> copy room. Shredded material may be placed in the recycle containers. Please remove all paper clips, binder clips, and sticky notes before shredding.

7.10
Trash

Provide instructions regarding trash

Each cubicle/office has a trashcan for general trash. Trash is picked up after business hours Monday through Friday. You are encouraged to use the trashcans in the break room for food remains. If you are working over the weekend, please take any trash that is perishable or may become offensive out of the office with you when you leave, as it will not be picked up until Monday night. Oversized trash items may be taken directly to the dumpster outside in the <location of dumpster>. Do not leave items outside the dumpster – they will not be removed.

7.11
Thermostats and Temperature Control

Do not adjust the thermostats and do not block the heating/air conditioning vents. 

Blocking the vents or adjusting the thermostats individually affects the heating and cooling units throughout the facility and may impact the performance of the entire building heating and cooling system. The thermostats will be set at <insert temperature> degrees in the summer and <insert temperature> degrees in the winter. Also, please do not place your computer directly under the thermostats (this will confuse the sensor). 

7.12
Windows and Blinds

If your office has a window or you are the last person leaving a conference room with a window, please remember all blinds must be closed before you leave at night. The CHP has instructed the division to close all blinds and turn out lights during off-hours to protect state property and assets. 


8 Energy Conservation

Energy conservation is strongly enforced at OSI. It is the responsibility of all OSI staff to conserve power whenever possible. 

Please use minimal lighting in the cubicles. During the summer hours typically one task (under-the-counter fluorescent) light is sufficient. Turn off all lights in the office/cubicle when leaving the work area. Turn all lights off at night and on weekends and close all blinds. Use natural light as much as possible.

Should extreme energy conservation become necessary, the California Independent System Operators (CAISO) will issue emergency information. <Administrative Support Staff> are responsible for providing this information to staff.

8.1
Workstations 

If you are off site or away from your desk for a long period of time, power down your workstation. Do not install personal screen savers on your monitor. Shut down workstations at the end of the day, including system speakers and monitors.

8.2
Copiers and Printers

Copiers and printers are automatically maintained in the power-saver mode. 

9 Mail Service

9.1
Incoming Mail

Describe incoming mail policy
In order to track documentation that will be maintained in the OSI <project name> facility, Administrative Support Staff will date stamp all incoming mail that is not marked Confidential or Personal. The OSI <project name> Facility is not to be used to receive personal or private business deliveries. 

9.1 Interagency/Interoffice Mail

Describe Interagency/Interoffice mail procedure

If you need to send mail to another state office or site, you can send the item through interagency mail. All interagency mail must be placed in a yellow service envelope. You will need to indicate the organization, recipient’s name, division or bureau, and the mail code. Official outgoing mail should be placed <outgoing mail pickup location>. A mail courier serves the site twice daily at approximately <courier service pickup time>. 

If you need assistance addressing the interagency envelope or finding a mail code, please consult the Administrative Support Staff. 

9.3
U.S. Mail

Describe U.S. mail information

The U.S. mail courier comes between <pickup time> only if he or she has mail to deliver to <project location>. It is recommended any personal outgoing mail be placed in a U.S. mailbox. A box is located <location of nearest U.S. mailbox>. 
Offices with postage meter machines are for state business use only.
9.4
Federal Express
Describe Federal Express mail procedure

The project does not use Federal Express; however, there are receptacles available for consulting staff to utilize provided they have a FedEx account. A FedEx receptacle is available on the <the location of the FedEx receptacle>. 
9.5
UPS

Describe UPS mail procedure

The OSI <Project name> facility uses United Parcel Service (UPS) to ship packages overnight or two-day air. <Administrative Support Staff> has UPS supplies and forms and can assist in filling out the form. Be sure to keep the red copy of the form for tracking purposes. 

Take the package up to the front desk and ask the <Administrative Support Staff> to call UPS for pick-up which usually occurs between <time>.

There is a UPS receptacle on <location of nearest UPS mailbox>. Final pick up is <time>. 

If you miss the pick-up, the UPS Store insert location of nearest UPS Store has a pick-up at 5 p.m. Shipments after 5 p.m. must be taken to the UPS headquarters at 1380 Shore Street, West Sacramento, where the final pick-up is 6 p.m., Monday through Friday. At either of these locations, you can drop off shipments with the department’s pre-printed label. If you do not have the pre-printed label, you will have to pay for the shipping charges yourself, then request reimbursement. 
10 Office Equipment and Supplies

10.1
Copiers, Printers and Fax Machines

All machines are for business purposes only.

10.2
Copy Machines and Printers/Scanners
<Include language regarding networked copiers>

There are two accessible networked copiers in <name of project>:

· <location> 

· <location> 

Please call <Administrative or Technical Support Staff> if you need assistance with the copiers.

10.2.1
Laser Printers

Include language regarding laser printers

There are network printers located throughout the <name of project>: facility. With few exceptions, staff can map to most printers. Please call the Technical Support/Help Desk <Technical Support phone number> if you need assistance mapping to a printer or have difficulty printing.

Paper for these printers is located in the <location of paper>. As a courtesy to others, please pick up your print job as soon as possible.

10.2.2
Color Printer 

Include language regarding color printer

There is a color printer for documents that require color. Please do not use this printer if your document does not require color.
The “Flex Your Power” logo on the OSI letterhead does not need to be printed in color. If you have a document that uses mostly black ink with only a few pages which require color, print ONLY the color pages on the color printer.

10.2.3
Faxes

Describe faxing procedures
There is one fax machine and a network fax line, RightFax, available for use by the <name of project> facility. The main fax machine is in the <location of fax machine and phone number>.. Recipients will be notified when a fax arrives. Network faxes (RightFax) will be forwarded to your computer by email. 

10.2.4
Copier/printer/fax usage and maintenance

Describe usage and maintenance procedures
IT Support staff is responsible for changing toner cartridges. Staff should refill empty paper trays as needed.

If you have any problems with malfunctions, please call Technical Support <Technical Support phone number>. Printer toner cartridges are recycled; please take the empty cartridge (in the bag and box from the new cartridge) to Technical Support staff.

10.1 Equipment Available for Checkout

Describe equipment availability and checkout procedures
<Project name> has several items that are available for checkout by approved staff. Items must be returned at the end of the day or upon return to the <project name> office. Your Manager must authorize any off site use of state equipment. Equipment is to be used for state business only. Checkout is based on first come, first served basis. 

Arrangements for checking out equipment should be made with the IT Support. 

· Personal Digital Assistant (PDA)

· TV/VCR/DVD (onsite only)

· Projectors

· Scanners

· Laptop computers (48 hrs. notice)

· Rolling luggage carrier

Additional items may be available through IT support. Please contact the IT staff for resources not listed.

10.4
Office Supplies

<Include language regarding office supplies>

Your desk should already be equipped with the basic office supplies (pens, paper, scissors, tape, etc.). Please see <Administrative Support Staff> for additional or missing supplies. If what you need is not available please list it on the form provided by the supplies. Supplies are for state business use only and not for personal use. The state provides basic supplies only. Special needs should be addressed with your manager. 
10.5
Telephones

<Include language regarding telephones>

There is a telephone at your desk/cubicle. The telephone number will be provided in your orientation package provided by <Administrative Support Staff>. If you have difficultly with your phone number or service, please contact <Administrative Support Staff>. The telephone is on the state’s phone network (Centrex). Most (but not all) state numbers can be dialed directly. To dial a number outside Centrex, press 9 and then dial the number. Following is a list of the numbers currently within the Centrex system that do not require dialing “9” first.


229
255
262
263
268
274

322
323
324
327
341
358

445
464
651
653
654
657

Most telephones have forward and transfer capabilities, but procedures for these features vary depending on the model of the telephone. Please refer to the applicable telephone instruction manual for details. If there is no manual with your telephone, consult <Administrative Support Staff>. 

Contact <Administrative Support Staff> for resolution of problems or further information on the telephones.

10.5.1
Voice Mail

<Insert voice mail instructions>
Most telephones are equipped with voice mail. Depending on the model of your telephone, you may have an indicator light that flashes or an indicator arrow in the window for your telephone line. If you have neither of these, when you pick up the telephone listen for a “fast busy signal” dial tone that indicates you have voice mail. If you hear a normal dial tone there is no voice mail.

To set-up your voice mail, enter <voice mail system phone number>. At the prompt, enter your default password which is your telephone number (all seven digits) followed by the # key and follow the instructions. Remember to change your password. A voice mail instruction manual should be located by each telephone. If your cubicle does not have one, please contact the <Administrative Support Staff>. 

To access the voice mail system, enter <voice mail system phone number>, enter your password and follow the prompts to retrieve, save and delete your messages. If you are offsite and need to access voice mail you will be prompted for your voice mailbox (your telephone number) as well as your password. 

Pressing “0” when prompted gives you access to several other options, including changing your password or greeting. Please consult your voice mail manual for details.

An “Attendant” feature is available on the telephones. Set up for this feature is accomplished through the “0” option mentioned above. If you wish, use the main <project name> number (<project phone number>) as the attendant as that number is always answered between <normal business hours>.

11 Computer/Workstation/Network Information

Include language regarding Computer/Workstation/Network Information.

Every state employee and contractor who will use state owned computer resources is required to read and understand the OSI Acceptable Use Security Policy (OSI-SP-08-08). After reading the policy, the individual must sign the Acceptable Use Security Policy Security Responsibilities and Acknowledgement form and submit it to their supervisor. Violation of the policy may result in the revocation of network and computer privileges or disciplinary action. 
General information on how to perform common computer tasks, such as changing your password, locking your workstation, installing a printer or auto save features, can be provided by the Technical Support staff. Please use the Help Desk (<project help desk phone number>) to contact them.

11.1
Computer Backup

The Technical Support staff performs nightly partial backups on the servers. Backups are currently kept at an offsite location for one month. At the end of the one-month period the same tapes are reused for the current back up.

It is strongly recommended that all project work be saved to a network drive, as backups are not performed on your C (hard) drive.

11.2
Network Access Policy

The computer on your desk is connected to the state’s local area network (LAN), allowing access to various servers, printers, and network resources. In addition to the following sections, the OSI <Project Name> facility modified the network access policy used by Department of Technology Services (DTS). The OSI Acceptable Use Security Policy provides guidance on the use of computers and networks in the state and within the OSI environment. 

Network includes, but is not limited to, Local Area Network (LAN), Wide Area Network (WAN), Internet, Intranet, telephone and wireless communication access. 

11.1 Security Incidents

In the event a security incident occurs, such as malware infections, loss of issued equipment, etc. the Information Security Office must be notified as soon as possible. The Information Security Incident Response Policy (http://intranet.osi.ca.gov/policy_IT/security_incident_20070823.pdf) describes the procedures for reporting an incident.

11.2 Dialing Out to a Company’s Network

Describe the process/procedures for dialing out of the network.

The computer cannot be connect to the local area network while using a dialup connection to a non-state resource. 
Contractors that need to dial-in to a local or home office’s network should do so using the company’s 800 number. If the company does not have an 800 number, the contractor must consult with their functional manager for authorization. Because the state is charged by the minute as long as there is a connection, please be sure to disconnect from your company’s network as soon as possible to prevent additional phone charges. 

11.3 Remote Dial-up Access

The ITO manages the obtainment of a VPN connection authorization and a user account and password. The account is only to be used by the individual who receives it. Only state-owned equipment can be used to remotely connect to the state and OSI networks. Any VPN accounts must have management approval.

Describe the process/procedures, authorizations for remotely dialing into the project’s network. Indicate if pre-authorization must be received from management, any limitations on use, and who is responsible for the phone charges (e.g., are phone charges considered allowed expenses if on travel?). 

Indicate who is responsible for setting up the remote access and if a personal laptop or desktop system at staff’s home can be configured or not. (Some prefer to only allow remote access via state owned laptops in an effort to limit liability and security issues.)

11.4 Internet/Intranet Access

Internet access is a privilege – not a right. The OSI reserves the right to withhold Internet access and to monitor, duplicate and log all network activity, including e-mail and all web site communications, with or without notice, and therefore users have no expectations of privacy in the use of these resources. Staff must adhere to the Internet access policies as outlined in the OSI Acceptable Use Security Policy. A copy of the security policy document can be requested from <Administrative Support Staff>. 
The OSI has an intranet for internal use by project staff that provides information on IT schedules, frequently asked questions, information from the Director, employee forms and policies, and much more. It is accessed at http://intranet.osi.ca.gov . Additionally, the OSI public (Internet) site can be accessed at http://www.osi.ca.gov  

The project web site can be accessed directly at <Insert website location>  or through links from the above sites. The project website provides information <on FAQs, acronyms, glossary, key contacts, etc.>
11.4.1 Publishing documents to the OSI Internet/Intranet
Describe the process/procedures, for posting content to OSI’s Internet or Intranet per OSI’s Internet and Intranet Policy (see OSI-IT-08-06). Indicate if pre-authorization must be received from project management. Indicate who is responsible for completing the Request for ISO Web Review Form. Refer to OSI Intranet for form and instructions.
Documents and page changes that will be posted to the public facing Internet will require approval from the OSI Information Security Office. The procedure is located on the OSI Intranet at http://intranet.osi.ca.gov/policy_ISO/Request%20ISO%20Web%20Review%20Instructions%20final.doc. A form, located at http://intranet.osi.ca.gov/policy_ISO/Request%20ISO%20Web%20Review%20Form%20final%20pro.doc must be completed and submitted with the documents requiring review. Documents being posted to the Intranet sites must be internally reviewed by the project. A completed and signed Security Review Checklist (http://intranet.osi.ca.gov/policy_ISO/Security%20Review%20Checklist%20Final%20Form.doc) must be kept by the project. 
11.5 Logon and Passwords

OSI computer systems use a strong password that is enforced by the ITO. The OSI Password Standard located at http://intranet.osi.ca.gov/policy_IT/password_standard_20071207.pdf on the OSI Intranet site describes the requirements for a strong password. Passwords should not be written on sticky notes or left in a location where they can be easily found.

Describe logon and password procedures
The logon/user ID will be <user ID naming convention and give an example>. The default password is available from Technical Support. Please change this password as soon as you logon and do not give it out to anyone. Instructions for changing your password are available by pressing < Ctrl, Alt, Delete > simultaneously from any program. Click on Change Password option to complete the process. If you forget your password, please call the Help Desk (<Help Desk phone number>).

11.6 Handling Confidential Information
Confidential, sensitive, and personally identifiable information should not be copied or saved to the computer’s local hard drive, network shares or folders that are accessible by individuals not authorized to view the information, or saved to portable media such as thumb drives, CDs, DVDs, or floppy disks. In addition, sensitive information will not be included in any e-mail communications or faxes.

11.7 Network Drives and Folders

If the project is using network or shared drives and folders, describe the purpose and use of each one. Or refer to a separate document/appendix that describes these items. Indicate appropriate guidelines and naming conventions to be used. Be sure to distinguish between drives and WorkSite (iManage).
11.8 E-Mail Accounts

E-mail is considered network activity, and as such, it is subject to all policies regarding acceptable/unacceptable uses of the computer or network and the user should not consider any e-mail to be either private or secure. The OSI Acceptable Use Security Policy outlines prohibited areas of use regarding e-mails. For example, sending messages of a sexual nature, harassing or threatening messages, etc.

The OSI uses Microsoft Outlook for its e-mail system. As the method of communication has increasingly centered on e-mail-based platforms, users should adhere to the following guidelines:

· Attach an OSI closing signature at the bottom of your e-mail messages. This should include your name, OSI, position, and e-mail address. Optional information could include your “working” postal mail address, telephone and FAX numbers. The closing signature should not exceed four lines in length. Avoid using graphics in your signature, as it takes up disk space.

· When using the global address list in Outlook, verify that you have the correct department. There are many duplicate names on that list.

· Keep paragraphs and messages in simple language and to the point.

· Focus on one subject per message. Always include a pertinent subject title for the message. This will enable the receiver to locate the message quickly.

· Capitalize words only to highlight an important point or to distinguish a title, heading, or beginning of a sentence. Asterisks (*) surrounding a word also can be used to make a stronger point. Capitalizing whole words that are not titles is the e-mail equivalent of shouting.

· Correct spelling, grammar, and punctuation are a must. Activate the spell check.

· Acronyms should be used to abbreviate when possible. However, messages that are filled with acronyms can be confusing and annoying to the reader. Remember to define acronyms if the reader may not be familiar with their meaning.

· Sending personal e-mail on state time and with state resources should be limited to incidental use. (i.e., emailing the spouse to let them know you’ll be late). This is covered in the OSI Acceptable Use Security Policy.

· Forwarding e-mail to mailing lists without the original author's permission is not allowed. 

· It is prohibited to forward chain letters/jokes; it is a risk for potential viruses.

· Be wary of using sarcasm and humor. Without face to face or voice communications, sarcasm may be viewed as criticism. 

· Target your communications. Messages should only be sent to those people who need to receive the information. Be a professional representative of your affiliation.

· Reduce the size of distribution lists to include only those people who need to receive the information.

· Periodically update mail lists by deleting unnecessary recipients and keeping addresses current.

· Prior to replying to a message, check the message header on large distribution lists. Failure to do so could cause messages to reach a much larger audience than originally intended.

· Never open e-mail from a source with which you are not familiar.

11.9 Technical Support/Help Desk

Insert Technical Support/Help Desk Information

Assistance with computer problems is available from the Technical Support. Technical Support is located in the <IT staff location> and is staffed <Technical Support hours of operation>. Please contact Technical Support by calling the Help Desk at <Help Desk phone number>.

If you are planning to work on off-hours (before 7:30 a.m. or after 5:30 p.m. Monday -Friday, or anytime on the weekend) and anticipate needing onsite or on call technical support, please call the Help Desk. Technical Support staff will provide a cell number to call for assistance. 

11.10 Personal Digital Assistants (PDAs)
Indicate if the project provides PDAs for any staff and how to signup for one. 

OSI requires that all state issued PDAs, including Blackberrys be password protected.

For personal (staff-owned) PDAs, indicate any procedures or policies related to the use of the PDA at the office site. Refer to the “Personal Time Management/Note to File” section of this document regarding discoverability, public records act, and cautions regarding security. 
Indicate if the IT staff support staff-owned PDAs, or if the user is responsible for installing their own PDA software.

11.11 Personal Software

The OSI has established a uniform standard for desktop workstations. Users must not load personal software onto the LAN or desktop computers. Also refer to the OSI Personal Access Policy for further details. If you have a business need for different or additional software, please contact a state manager for authorization. If the need is justified, Technical Support staff will coordinate the installation and license issues. Refer to the OSI Acceptable Use Security Policy for details.
11.11.1 Request for New/Modified Equipment, Software or Project Tools

Describe how to request new equipment or software, or how to request changes to equipment/software/project tools. 

Describe the change control process for the project tools and who the contact for the change control process is.

11.12 Virus Protection

All computers are equipped with Anti-Virus software. The software is set to check all files before opening or executing them. The automatic virus update feature is enabled on your computer. Do not turn this off. 

Technical Support staff is responsible for all anti-virus activity. Notify ITO Technical Support immediately if you notice a virus. Please leave the warning on your computer screen so that IT staff can see what they are dealing with.

12 Project Tools 

The following summarize the primary tools used by the project office. For more information on these tools, please contact the <IT staff and/or your Functional Manager.> 

Describe the tools used by the project office staff. If the tool is only used by one group/unit, then don’t include it. For example, if the Risk Manager is the only one who ever uses Risk Radar, then don’t include it in the list. Also, do not include tools used to develop/test/manage the system such as WinRunner, SourceSafe, etc. These tools should be discussed elsewhere in more specialized plans for testing, CM, system change control process, etc. 

For each of the tools, describe the purpose, when to use the tool, who to contact with questions, how to access the tool, where the user manual is located, and how to request training on the tool. This section should be a summary with more detailed info available elsewhere.
12.1 Timesheet Tool (xxx)

12.2 Travel Claims Tool (CalATERS)

12.3 Training Request Tool (TRS)

12.4 Document Management (WorkSite)

12.5 Issue Tracking Tool (xxx)

12.6 Project Tool Change Request/Tracking Tool (xxx)

12.7 Risk Tracking Tool (Risk Radar)

12.8 Requirements Tracking Tool (xxx)

12.9 Schedule Tracking Tools (MS Project and MS Excel)

12.10 ACAL

13 Document Guidelines

Include document guidelines language
The OSI demands accuracy and consistency in every official document. To accomplish this objective, follow OSI Writing Style Guidelines as listed on the OSI intranet (http://intranet.osi.ca.gov/policy/writing_style_guidelines.pdf). 

13.1
Document Tracking

Include document tracking language
The process of tracking historical documentation is a high priority for project management. To achieve this objective the <project name> facility employs the <name of document management system> document management system. A document management system is software that manages repositories of millions of documents for hundreds or even thousands of users. All items moved in or out of the <project name> library are tracked through <name of document management system>. 

<Name of document management system> has powerful search capabilities that allow users to look for a document in a variety of methods. Staff using <name of document management system> will receive training and documentation on how to use this software. 
13.1 Document Distribution

Describe document distribution policy
Prior to release, the Project Director and/or other state managers must review all OSI documents that will be distributed outside of the OSI <project name> facility and are sent on the state’s behalf. Please coordinate review and distribution with state managers and Administrative Support staff to ensure that the document will be reviewed and distributed in a timely manner. 

13.3
Sensitive or Confidential Documents 

Documents that are sensitive or confidential should be marked as such. Markings should be placed in the header and footer area of the front page at a minimum. The Administrative Support Staff has rubber ink stamps for “DRAFT”, “COPY” and “CONFIDENTIAL” to assist with marking paper copies.
13.4
Document Retention Guidelines

There are various state and federal regulations that govern document retention and document purging procedures. In general, records must be retained for four years after the end of a project. However, exceptions such as litigation and audits may extend the four year retention period. In these cases, staff will be notified to suspend document destruction until more detailed information is received. 

Include any specific project retention guidelines.

13.5
Electronic Links to Documents

<Provide electronic links to documents language>

Links to other documents to obtain information or data are frequently used while a document is in progress to ensure the information is always up to date. However, once a document is final, these links must be disabled in order to maintain the point-in-time value of the document. Disabling the links prevents the linked information from changing after the document has been published. Another concern is that links may be lost if the document is moved or renamed. Documents with linked information cannot be put into the Worksite system.

Worksite has a procedure for referencing documents that belong together. Once the electronic links have been disabled, reference related documents through the Worksite procedure. 

13.6
Document Templates 

<Provide document template language>

The OSI <project name> facility has several document templates to ensure a consistent look and feel for all generated correspondence. Templates can be found on the OSI Intranet under Quick Links/Letterhead and Memo Templates. These are customized templates for WORD, Excel, and PowerPoint. Project related templates can be found on the OSI Best Practices Website.
14 <Project Name> Library

Include project library information
15 Conference Rooms

15.1
<Conference Room Locations>

Describe conference room availability, capacities and, associated meeting resources at this location. 

There are three conference rooms in Suite 100. 

· Conference Room 1 is located across from the receptionist area. It can accommodate up to 36 people at tables and up to 60 people seated conference style. 

· Conference Room 2 is located across from Conference Room 1 and can accommodate between 8 and 12 people. 

· Conference Room 3 is located on the south side of Suite 100. This conference room is currently not available for use. 

Contact Suite 100 receptionist to schedule rooms.

There is one conference room in Suite 200 and one quiet room.

· The Main Conference Room is located between the reception area and the break room, and there are 18 chairs surrounding one large table.

· Quiet Room #1 is located adjacent to the second floor breakroom. This is a small office and is used for small meetings or interviews.

Conference rooms and Quiet rooms can be reserved through Outlook.

You may reserve a conference room by accessing the Calendar in “Outlook”. To reserve the conference room, you must invite it as an attendee under Resources.
If you need a projector or laptop for use in the conference room, please submit your request with the necessary information (i.e., date, time, and conference room), to the <appropriate unit>. When you are finished with the equipment, please notify the <appropriate unit> so that they can arrange for the removal of the equipment. If your meeting is rescheduled or cancelled, be sure to update the <appropriate unit> regarding your request for equipment 

For additional details on scheduling, or other Outlook functions please see the OSI “Outlook Help” option. 

15.2
Other Conference Rooms

There are other conference rooms available throughout the state system. Contact the <Administrative Support Staff> if the above conference rooms are booked or if you have an unusual request. All reservations for other conference rooms must be made through the <Administrative Support Staff>.
15.3
Cancellation

For all <project name> Conference Rooms, if you need to cancel a meeting, please be sure to update the conference room schedule in Outlook so that others may use the room and equipment. <Detailed instructions on canceling meetings are in the Outlook Help.>  

15.4
Clean Up

When finished using a conference room, please clean up after yourself. Return any borrowed chairs, turn off the lights, close the blinds to maintain security for the building and wipe the tabletops if food or drinks were served or if a spill occurred. Alert <Administrative Support Staff>to any building-related problems or items that need fixing. It is important that we leave each conference room clean and ready for the next occupants.
Appendices

Items listed in appendices are suggestions only. Projects may tailor these appendices as desired. 
Appendix A: Local Businesses

This following is a sampling of some of the local businesses and not an all-inclusive list. The list is loosely organized by location and proximity to the project office

	Banks
	Name
	Location

	
	
	

	
	
	

	Copy Centers
	Name
	Location

	
	
	

	
	
	

	Dry cleaners
	Name
	Location

	
	
	

	
	
	

	Florist
	Name
	Location

	
	
	

	
	
	

	Gas Stations
	Name
	Location

	
	
	

	
	
	

	Grocery/ Drug Stores
	Name
	Location

	
	
	

	
	
	

	Gyms/ Health Clubs
	Name
	Location

	
	
	

	
	
	

	Lodging
	Name
	Location

	
	
	

	
	
	

	Post Office/ Mail
	Name
	Location

	
	
	


Appendix B: Local Restaurants

This following is a sampling of some of the more popular restaurants and not an all-inclusive list. The list is loosely organized by location and proximity to the project office. <The Admin Support staff has copies of some of the menus.>
Legend:


$ 
= $1 – $10 for lunch including beverage per person


$$ 
= $8 – $15 for lunch including beverage per person

	Restaurant
	Cross Streets
	Description
	Cost

	<Name>
	<street address & nearest cross streets>
	<Describe types of food and service>
	$

	
	
	
	$

	
	
	
	$

	
	
	
	$


Appendix C: Directions and Map to the facility

<Include directions and map here as appropriate>

Appendix D: Common State Buildings and Department Locations

The following is a list of the most commonly visited off-site locations. 

<names, addresses, directions, parking information, and any special instructions.>

Appendix E: Emergency and Evacuation Plans and Evacuation Map

Appendix F: Other Possible Appendices

= <Building Occupants 

= Emergency Numbers

= Floor Plan (within the suite: printers, faxes, copiers, first aid, recycle, shred, light switches, conf rooms, library, mail room, plotter, color copier/printer)

= Site Map (for the building: lockers, parking, break room, vending machines, rest rooms, elevators/stairs, dumpsters, conf rooms, coded doors)

= Internet Favorites/Useful Web Sites

= State/County Holidays

= Travel Allowances and Reimbursements Packet

= Map of County Regions>
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