Records Management Evaluation and Recommendation
PURPOSE:
One of the components of <Project Name> System Decommission is the review, evaluation and recommendation of the final disposition of all hardcopy and electronic records. The definition of the Records Management Plan is a task assigned to the <name> Workgroup. The effort is being led by the System Decommission Records Manager.  The purpose of this document is to provide management with a synopsis of the policies and guidelines provided by state and federal authorities, interpretation and resulting recommendations.  This document further defines the initial approach and partner interface as it relates to final disposition of fiscal and historical documents.
State regulations indicate that projects should refer to and implement policy based on either the Agency (and or Department) policy statements.  Neither the Health & Human Services Agency (HHSA) nor the Office of Systems Integration (OSI) have fully defined, approved and implemented Records Management policies.  In an email from OSI Administration the project was instructed to interpret and implement a project level policy in lieu of an OSI specific policy or procedure.  To assist in this interpretation, the following references were used:
1)
Department of General Services Website  - www.dgs.ca.gov 

2)
State of California Records Retention Guide (Guide)  - http://www.osp.dgs.ca.gov/recs/rrhtoc.htm  

3) 
State Administrative Manual (SAM) – www.dgs.ca.gov/sam 

EVALUATION:
The SAM Section 1687 (revised 12/00) states that “When a program or function ends, the agency must transfer the custody of the program's records”.  It further defines that the custody is normally transferred to another group within the department, board, commission, or council.  Finally, it states that the agency must notify California Records and Information Management (CalRIM) that records have been transferred including the contents and retention schedule.  This letter must ‘transfer custody’ and the notice must be signed by staff representing both the transferring and receiving organization.  It must include the name, title, address and telephone number of the person who will be responsible for making decisions about the records.  

The Guide defines steps necessary in the development of a Records Management Policy including taking inventory, appraising all records, establishing retention periods, and finally, developing, approving and applying the Retention Schedule.
· Take Inventory

In <month, year>, the assigned team began evaluation of the document repositories of the project.  The electronic repositories (shared drives and WorkSite libraries), although comprehensive and large in size, are self documenting and did not require specific evaluation by staff. 

In <month year>, the assigned team solicited input from the project staff relating to inventory via the use of ‘Survey Monkey’ (an online communication tool).  State and consultant staff members were asked to respond to a series of questions relating to the value of hardcopy documents within their workspace.  

The project is one of many managed by the OSI and are neither in receipt nor owners of, many original documents.  To assist in documenting the location of original documents for project history and records retention and access after project closure, the assigned team has developed OSI acknowledgement of ownership documents.  

The Statewide Automated Welfare System (SAWS) Project Office is the parent management office for ISAWS.  This office assists in the preparation and approval process for state and federal funding documents on behalf of ISAWS.  As such, they receive and maintain the original documents for APD and IAPDUs. The SAWS Ownership and Acknowledgment Letter can be found in Worksite (#NNNN).

The Office of Systems Integrations (OSI) Administrative Branch receives and maintains original invoices, memo bills and budget documents.  The OSI Administrative Branch Ownership and Acknowledgement Letter can be found in Worksite (#NNNN).

The OSI Acquisitions Branch receives and maintains original procurement solicitations and purchase orders.  The OSI Acquisitions Branch Ownership and Acknowledgement Letter can be found in Worksite (#NNNN).

· Appraise All Records

The Guide states that a “sound records management program requires a realistic appraisal of the records in relation to their period of usefulness and value to the agency that created them.”  It further states that appraising records allows you to identify records that can be destroyed immediately, transferred to a records center, are confidential in nature and may be exempt from both the Information Practices Act (IPA) and/or the Public Records Act (PRA). 
The Guide provides four categories and values to be considered as follows:

Administrative Value: Records are created to help accomplish the functions for which an agency is responsible. They have administrative value as long as they assist the agency in performing either current or future work. The primary administrative use of most records is exhausted when the transactions to which they relate have been completed. From that point on they lose their value rapidly. However, some administrative records contain basic facts concerning an agency's origin, policies, functions, organization and significant administrative decisions. These records should be preserved to provide adequate documentation of an agency's operations.
Legal Value: Records have legal value if they contain evidence of legally enforceable right of obligations of the state. Examples of these are records that provide the basis for action, such a legal decisions and opinions; fiscal documents representing agreements, such as leases, titles and contracts; and records of action in particular cases, such as claim papers and legal dockets.
Fiscal Value: Records of fiscal value are those which pertain to the financial transactions of the agency, such as budgets, ledgers, allotments, payrolls and vouchers. After records have served their basic administrative functions, they may still have sufficient fiscal value to justify their retention in storage for a time to protect the agency against court action or to account for the expenditure of funds.
Research, Historical or Archival Value: Some records have enduring value because they reflect significant historical events or document the history and development of an agency. The importance of preserving such records is obvious. Not so apparent, however, is the need to examine critically those records selected for research purposes and to re-evaluate them periodically to ensure that the material being accumulated is actually filling a valid research need. 

· Establish Retention Periods

Guidelines have been developed by the State of California using the knowledge and background of subject matter experts and Records Management professionals. Records and their proper maintenance are a matter of law and fact. The Government Code, Sections 14740 through 14775 and 12168.7 have been reviewed and are incorporated into the suggested retention periods referenced in the links below.  The Guide further states that “records constitute a risk that must be managed properly to minimize the liability to the state”.   
· Information Technology Documents – (Attachment A):
· Administrative Documents –  (Attachment B)
· Fiscal Documents – (Attachment C)
· General Guidelines –  (Attachment D)
· Develop, Approve and Apply  a Records Retention Schedule

The Guide describes a Records Retention Schedule as “a written statement of actions to be taken with respect to all records produced or maintained by the agency”. It “states the number of years (retention period) each record series should be retained in office, department and/or records center space before destruction or transfer to the State Archives”. Finally, from the Guide, “Most importantly, records schedules are planning devices that provide the legal basis of departmental records (and information) treatment and destruction”.   
The Guide further states that should an audit be initiated, all retained project documents (hardcopy and electronic) can be destroyed once the audit has been completed and results memorialized.

 

FINDINGS / RECOMMENDATION:
· The majority of records will be maintained in soft copy and stored in the WorkSite repository.  Whenever possible, hard copy documents will be scanned and stored in this library.
· Per SAM Section 1687, the project will transfer custody to OSI Administrative Services at project close.  Transfer of custody documents will be filed with DGS identifying what documents are located where.  Transfer will occur with a fully documented Retention Schedule and recommended disposition.
· The project’s Records Management Team (RMT) has identified three OSI Organizations as original document owners and has prompted them for acknowledgement of ownership for signature and return to the project.  Once approved by the System Decommission Management Team, the RMT will provide them with the Records Retention Schedule housing input to the retention of the documents within their purview allowing accessibility for the established retention periods. After formal system decommission, the RMT assumes that these documents will be indexed, housed and managed for access by interested parties according to the individual organizations existing policies and practices
Based on the General Retention Schedule for Fiscal Records recommended by DGS (Attachment C), the following recommendations are made by the RMT:

· The Retention Schedule includes documents approved for Fiscal periods <yy/yy> through <yy/yy> inclusive (fiscal document eligibility period). This exceeds the time period recommended by the guidelines by one complete fiscal year, however, this period allows us to capture back to the last IAPDU submitted for state and federal partner review which provided the funding for the project through system decommission.
· As part of executing the Contracts Management Plan (CMP), termination notification to vendors request final invoicing within 90 days of final services date to allow for a final PO liquidation process to occur.

· That the formal system decommission date is <mm/dd/yyyy>.  
· That the Following Records Retention Schedule be approved:
	Project Records Retention Schedule

	Record Category
	Record Type
	Original Document Owner
	Full Retention Period
	Final Document Retention Date

	Fiscal 
	APD
	SAWS
	5 years from project closure date
	

	Fiscal
	IAPDU
	SAWS
	5 years from project closure date
	

	Fiscal
	Invoices
	OSI Administrative Branch
	5 years from project closure date
	

	Fiscal
	Memo Bills
	OSI Administrative Branch
	5 years from project closure date
	

	Fiscal
	Budget Documents
	OSI Administrative Branch
	5 years from project closure date
	

	Fiscal
	Procurement Solicitations
	OSI Acquisitions Branch
	7 years from PO liquidation
	

	Fiscal
	Purchase Orders
	OSI Acquisitions Branch
	7 years from PO liquidation
	


The RMT recommends that the project reduce the amount of electronic media storage by initiating a project wide ‘clean-up’ of personal workspace and electronic data storage devices.  
· Personal Workstation Drives –

C and H drives are deemed personal storage locations.  When staff transitions from the project, the HR-Exit process requires that they clean and archive project specific documents into WorkSite as appropriate.  All personal items should be deleted.  Once the individual has transitioned, Technical Services appropriately dispositions the workstation and wipes the drives prior to re-deployment or surplus of the equipment.

· Project-Wide Data Storage Drives –
The shared drive houses a combination of state, state vendor and Prime vendor documents.  The effort to move all of these documents to WorkSite is not feasible given current timelines and resource constraints.  As such, the drive will be backed up to electronic media at project close and housed in the archives delivered to OSI.

Should the System Decommission Management Team agree to the recommendation for reduction of electronic documents, the following tasks for ‘clean-up’ will be initiated and managed by the assigned unit:
· Request to Tech Services to backup and archive drive (this backup will be forwarded to Records Management and stored onsite here at the project until project close)

· Review of documents in unprotected drives by assigned unit staff will initiate in <month/year>.  Once evaluated, a series of emails and actions will be formulated and delivered to the management team for review and approval.  Once approved the ‘clean-up plan’ will be initiated. The initial tasks and schedule follow:

	#
	Task Name
	Schedule
	Responsibility

	1
	Evaluation of shared drive contents
	
	

	2
	Electronic Backup of shared drive  specific for Retention
	
	(Request) 

(Creation)

(Storage)

	3
	All Staff email initiating formal

Shared drive cleanup project
	
	(Develop)

(Distribute)

	4
	Email to Staff to remove all .jpg (pictures) from shared drive
	
	(Develop)

(Distribute)

	5
	Remove all .jpg from shared drive
	
	(request)

(complete)

	6
	Deliver Draft Records Management Policy Statement to Project Management for Review
	
	(Develop)

(Review)

(Implement)

(Manage)

	7
	Email to Staff to initiate clean-up of individual folders within I-drive and remove duplicates and personal 

***Reference ‘policy’ rollout sessions
	
	(Request)

(Distribute)

(Monitor)

	8
	Schedule and Present in a Q&A “ISAWS Records Management Policy” – Team Meetings
	
	(Develop)

(Present)

(Implement)

(Monitor)

(Monitor)

	9
	Formal I-drive ‘clean-up’ activities
	
	(Implement)

(Monitor)

(Monitor)

(Enforce)

	10
	Quarterly Review/Checkup One
	
	(Monitor)

(Monitor)

(Enforce)

	11
	Quarterly Review/Checkup Two
	
	(Monitor)

(Monitor)

(Enforce)


RECOMMENDATION APPROVED:
___________________________________
_______________________

Records Manager, <Name>


Date
___________________________________ 
_______________________

Contracts/Fiscal Workgroup Manager -    
Date
<Name>
___________________________________
_______________________

System Decommission Project Manager – 
Date

<Name> 


___________________________________ 
_______________________

<Project Name> Project Director – 

Date

<Name>
OSIAdmin #____
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